Italicized text is for informational purposes only and should be deleted prior to submitting your final document.

Email all extension requests via your chain of command to the Office of the USAREUR Information Assurance Program Manager at iapm@hq.5sigcmd.army.mil for technical review and approval.

(All fields Are Required)

USAREUR IAVA Extension Request Form

1. Organization: 1 ID G2 ACE

a. IAM/IASO or Alternate:  CW2 Earl A. Kimmerly Jr


b. Email Address: kimmerlye@hq.1id.army.mil



c. DSN Telephone: 350-6220


d. Date of extension request: 25 January 2002

2. IAVA #:  IAVA A2002-0004
a. IAVA Issue Date: 

b. ARMY Suspense for Compliance: 25 January 2002

c. Total Number of Assets For Which the Extension is requested: 26 

c. Target Date for Compliance: 30 Jun 02

(NOTE: Extensions may be requested for up to 180 days from date of issue of the IAVA and no longer)

3. Reason for Extension Request: All ASAS systems are under the control of CECOM.  The user can not make any changes to the software baseline.  CECOM issues updates approximately every 6 months.

(Substantive justification to include technical, procedural, fiscal, etc.  Include attachments of written explanations, briefings, and diagrams, etc. if helpful to understanding the issue.)

4. Alternate Security Actions Being Implemented During Duration of Extension:  

NONE

(NOTE:  Every extension must be accompanied by a detailed explanation of all actions being taken to mitigate the vulnerability for the duration of the extension, e.g., increased monitoring of system logs and host based intrusion detection systems (IDS), request for closure of ports, turning off of services.  No extension will be granted without a clear explanation of mitigating actions.  Contact (1st) your servicing community Network Services Center (NSC), (2nd) your supporting Network Operations & Security Center (NOSC) or, as a last resort, the Regional Computer Emergency Response Team-Europe (RCERT-E) as appropriate for acceptable mitigating actions prior to getting the approval of your Designated Approving Authority (DAA).      

5. Substantive POC: 

(NOTE: To match this extension request to compliance reporting, this name must be the person who reports numbers (e.g., the number of assets affected, in compliance, and requested extensions) to USAREUR and who will, in the future, enter this data into the Army-wide IAVA Database.


a. Name: CW2 Earl A. Kimmerly Jr

b. Email Address: kimmerlye@hq.1id.army.mil
c. DSN Telephone: 350-6220

6. DAA Approving extension and Alternate Security/Mitigating Actions

a. Name: Tom O’Brien

b. Email Address:


c. DSN Telephone: 312-329-1913





Henry C. O'Brien 

                        COL, GS

                        Director, Intelligence Community Information Management
