VIRUS REPORTING FORM
Week Of:
1. REPORTING INFORMATION :
a. Name: (Computer Name) Computer User Name sending out virus)
b. Phone:
c. E-mail:
d. Agency and Location:
e. IP(s) (MAC address) of Infected System(s):

f. Servicing MSC Information Assurance Officer (IAO):  Name/Tel/email)

2. VIRUS INFORMATION
a. Name of Virus:
b. Anti-Virus Product Used: (date of AV signature/version): 
c. Date Detected:
d. Date Cleaned:

e: What infected files stripped off at server level?  What is inbound or outbound traffic?
3. COMPUTER INFORMATION
a. Number of Systems Infected:
b. Number of Floppies Infected:
c. Operating System: (OS version; SP ___; Baseline_____; IAVA up-to-date?_____)
4. DAMAGE REPORT
a. Mission of Computer:
b. Type of Network:
c. Impact of Virus on Mission:
d. Extent of Damage:
___ Total Loss 

___ Partial Loss
___ Recovered Fully
___ Unknown
e. Damage (rebuilt system, destroyed floppies, etc):
f. Source of Infection (was it inbound / outbound; likely reason computer was infected-wrong AV date, old AV, system hooked to external ISP)
f. Download (LAN, FTP, WWW, URL, etc.)
g. Lost Manhours:
h. Total number of Files Infected:
REPORT ALL VIRUS INFECTIONS, WEEKLY, TO :

C5postmaster (for Hq  V Corps Staff)

FOR V CORPS MSCs: Forward copy of to local NOSC and information copy to:  hqissm@hq.c5.army.mil

